**2016金融云VPN对接需求申请表**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 申请单位： | | |  | | | | | | | | | | | | | | | | | | | |
| 申请理由： | | |  | | | | | | | | | | | | | | | | | | | |
| 申请单位ECS IP地址： | | | 提供五个及以上的ECS 的IP地址，少于五个不提供IPSEC VPN对接服务 | | | | | | | | | | | | | | | | | | | |
| **网络负责人信息** | | | | | | | | | | | | | | | | | | | | | | |
| **姓名** | **部门** | | | | | | **职务** | | | **手机** | | | | | **座机** | | | | | | **邮箱** | |
|  |  | | | | | |  | | |  | | | | |  | | | | | |  | |
|  |  | | | | | |  | | |  | | | | |  | | | | | |  | |
| **值班电话和邮箱** | | | | | | | | | | | | | | | | | | | | | | |
| **值班电话**： | |  | | | | | | **公共邮箱：** | | | | |  | | | | | | | | | |
| **机构VPN相关信息** | | | | | | | | | | | | | | | | | | | | | | |
| **机构IPSEC网关设备型号** | | | | | |  | | | | | | | | **IPSEC 网关设备公网地址** | | | | | | | |  |
| 备注：目前能完美支持JUNIPER SSG，ISG，SRX系列防火墙，思科ASA设备防火墙。其它型号的设备不保证能对接成功。 | | | | | | | | | | | | | | | | | | | | | | |
| **互联网接入运营商** | | | | | | 电信/联通/移动 | | | | | **公网地址类型** | | | | | ◼静态IP 🞏动态IP 🞏NAT IP | | | | | | |
| 备注：互联网运营商推荐是电信联通，其它运营商不保证能对接成功;网关设备上推荐直接采用静态IP与阿里对接，动态IP，静态NAT或动态NAT的公网IP地址与阿里对接，不提供技术支持。 | | | | | | | | | | | | | | | | | | | | | | |
| **网络调试联系人1** | | | | | |  | | | **联系电话** | | | |  | | | | **邮箱** | | |  | | |
| **网络调试联系人2** | | | | | |  | | | **联系电话** | | | |  | | | | **邮箱** | | |  | | |
| 备注：网络负责人邮箱必须要填公司的邮箱，不能是QQ或163邮箱 | | | | | | | | | | | | | | | | | | | | | | |
| **阿里端VPN接入信息(不可修改)** | | | | | | | | | | | | | | | | | | | | | | |
| **阿里IPSEC 网关设备型号** | | | | | JUNIPER SRX | | | | | | | **IPSEC网关设备公网地址** | | | | | | 112.124.155.22（BJA机房） | | | | |
| **阿里端子网** | | | | | 10.0.0.0/8 | | | | | | | **机构端子网** | | | | | | 阿里分配 | | | | |
| **模式** | | | | | MAIN | | | | | | | **预共享密钥** | | | | | | 阿里分配 | | | | |
| **第一阶段参数** | | | | | | | | | | | | **第二阶段参数** | | | | | | | | | | |
| **认证方法** | | | | 预共享密钥 | | | | | | | | **协议** | | | | | | | ESP | | | |
| **DH-GROUP** | | | | GROUP5 | | | | | | | | **PFS** | | | | | | | GROUP5 | | | |
| **认证算法** | | | | SHA1 | | | | | | | | **认证算法** | | | | | | | SHA1-96 | | | |
| **加密算法** | | | | AES-128-CBC | | | | | | | | **加密算法** | | | | | | | AES-128-CBC | | | |
| **超时时间** | | | | 43200 | | | | | | | | **超时时间** | | | | | | | 5400 | | | |